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India - a 
Nation of 
Gamers
Statistics 

•The gaming industry is all set to surpass 
$182 billion in 2025

•Close to half of the internet users in 
India played online games in 2021.

•According to Inc42, the number of 
internet users in India is set to surpass 
one billion in 2023 while the number of 
online gaming users in India is also 
projected to grow from 481 million users 
in 2022 to 657 million users in 2025. 



Insights : 



An 
average India
n online 
gamer:

is introduced to online gaming 
through their friends, family and 
peer group 

 is engaged in gaming for stress 
relief and social interaction • 
prefers puzzle, action and 
adventure games 



India has a diverse consumption pattern and gaming behavior. This 
diversity exists across



Demographics 
and 
engagement 
levels 



Channels for Playing or Downloading Games 



Most 
Popular 
Online 
Games of 
2022:

PUBG

Free fire 

Fortnite

Call of Duty Mobile

League of Legends (LOL)

Candy Crush Saga

Race Master 3D



Digital Game : Risks 



HIGHLIGHTS
Metaverse : A different world 
where crime needs to be 
defined first



In Focus 



According to the police, 
Suraj alias Sarnam 
Verma, had rented a 
room in Delhi where he 
would spend hours with 
his friends watching TV 
and playing online 
games.

According to 
Police sources, 
a fight between 
the victim 
Akeef and the 
accused over 
PUBG game had 
culminated in 
the murder. 
They said Akeef 
always played 
PUBG games and 
used to win 
regularly.









Tips to 
safely 
download 
games

Get Your Apps from Reliable Sources

Avoid Third-Party App Stores

Sideloading Android Apps

Be Aware of Copycats

Checkout App Permissions



How to 
Stay 

Secure 
When 

Gaming 
Online

• Avoid Using External Cheat Application (All of us like 
to win, and this urge can sometimes lead you to 
download cheats that provide your in-game character 
with abilities such as God mode, infinite ammo, and 
others. But many cheat applications are riddled with 
malware and ask you to disable your antivirus software 
during installation.)

• Don't Reveal Personal Information(All online games 
require you to use a gamer tag which other players use 
to identify you. Ensure that this gamer tag doesn't 
contain any personal information such as your name, 
email, and location.

• Double-check the privacy settings on your video game 
clients, such as Steam, and see what information is 
visible to your friends.



How to 
Stay 

Secure 
When 

Gaming 
Online

• Use Gaming Mode on Your 
Antivirus Software

• Use a Firewall(The most basic step 
you can take to protect yourself 
from threats while gaming online 
is to enable the firewall on your 
device.)



Add your email address to your 
kids/or any other person’s phone 
in Google play store So that you 
get the payment notification if 
they perform any transaction in 
buying from the playstore



Enable Parental control of the Google 
play.
For enabling
• Click your profile in top right of 

playstore
• Select settings
• Select General settings
• Enable Parental Control



Tips for Safe Gaming (Parents)
• Explore Online Games Together

• Play with your child(ren) or sit with them while they 
play.  You may have fun and learn about gaming, too!

•  Check the ratings of the games your child(ren) are 
playing to ensure it is appropriate.  Many games come 
with a rating on them from 
the Entertainment Software Rating Boards (ESRB).

• Stick to reputable games from reputable sites such as:
• MSN Games
• Xbox Live
• Playstation Store

• Be aware of in-app spending that can occur with 
certain games.  Kids may be tempted to spend 
additional money online with in-app options.



Tips for Safe Gaming (Kids)
• Keep personal information a secret.  Never share information 

about yourself or your family with other players (real name, 
home address, age, gender, or pictures).

• If you feel you want/need to include a small amount of 
information, check with your parents first to make sure it's 
OK.

• Protect your online gaming accounts with strong 
passwords.  Passwords should be at least eight characters (or 
longer) and include a mix of letters, numbers, and symbols.

• Make a safe gamer name.  If you struggle with this, ask a 
parent for help.  Your gamer name should not reveal any 
personal information, should not be suggestive or include 
location information.  

• NEVER meet an "online" friend in person with permission 
from your parents.  If you do meet up be sure to choose a 
safe, public location and bring another adult or friend with.





Ways to Keep Kids 
Safe When Playing 
Video Games 
Online

•Make sure the game is age 
appropriate. ...

•Talk to your child about chatting 
with strangers online. ...

•Enable parental controls. ...

•Disable additional features that are 
not necessary. ...

•Play the game with your child!



CYBER SAFETY AWARENESS WITH A FEW TIPS 

Secure

• Secure your 
internet 
connection 
and keep 
software, 
operating 
systems, and 
browsers 
up-to-date.

Use

• Use parental, 
privacy, and 
safety 
settings 
in-game, app 
stores, and 
on devices.

Choose

• Choose 
games wisely 
based on 
ESRB safety 
ratings and 
family 
acceptability.

Teach, mentor, 
and train

• Teach, 
mentor, and 
train your 
children on 
proper online 
conduct 
including 
cyberbullying 
training.

Teach

• Teach 
children to 
never 
disclose 
personally 
identifiable 
information 
(PII), to use 
avatars and 
ensure 
gamer tags 
never include 
PII.

Do

• Do your 
research, get 
involved, and 
if inclined, 
play the 
game, too.
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